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WI-FI VIRTUAL PORT UPLINK MEDIUM
ACCESS CONTROL

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application claims the benefit of priority under 35
U.S.C. 120 as a continuation-in-part to co-pending and com-
monly-assigned U.S. application Ser. No. 12/913,584, filed
Oct. 27, 2010, entitled SEAMLESS MOBILITY IN WIRE-
LESS NETWORKS, by Vaduvur Bharghavan et al., which
claims priority to U.S. application Ser. No. 11/715,287, filed
Mar. 7, 2007, entitled SEAMLESS MOBILITY IN WIRE-
LESS NETWORKS, by Vaduvur Bharghavan et al., the con-
tents of each which are hereby incorporated by reference in
their entirety.

FIELD OF THE INVENTION

The invention relates generally to network administration,
and more specifically, to controlling an amount of uplink
access of a wireless device.

BACKGROUND OF THE INVENTION

Wireless computing technologies provide untethered
access to the Internet and other networks. One of the most
critical technologies for wireless networking (or Wi-Fi) is the
IEEE 802.11 family of protocols promulgated by the Institute
of Electrical and Electronics Engineers. Currently, the proto-
cols are widely adopted in wireless devices such as laptop
computers, tablet computers, smart phones, and network
appliances.

Wireless devices complying with standards such as IEEE
802.11 have control over how a connection to wireless net-
work is made. Namely, a wireless device selects an access
point among a number of access points that have sent out
beacons advertising a presence. The beacon includes a
BSSID (Basic Service Set Identifier) as an identifier of the
access point. In turn, the wireless device sends data packets
which include the BSSID of the intended access point. Unin-
tended access points receiving a transmission merely ignore
the data packets.

Problematically, wireless devices also inherently have con-
trol over uplink accesses to wireless networks. An uplink
access is necessary for sending data to the wireless network
from a wireless device, such as URL requests, queries, con-
trol information, and the like. Although an access point can
control an amount of data over downlink accesses, there is no
control built into the protocol for uplink accesses of, for
example, aggressive wireless devices. Consequentially, a
wireless device can consume more than a fair amount of
bandwidth on a network, or overburden a processing load of
network components. This problem is exasperated for public
hot spots or large companies that have a large amount of
wireless devices connected at the same time. For example, the
number of collisions can degrade channel quality when too
many wireless devices uplink at the same time.

Besides having lack of control over aggressive wireless
devices, the current protocols do not allow varying quality of
service. In other words, a guest user or guest device is granted
the same uplink access privileges as a critical user or critical
device. As a result, a guest engaged in unproductive Internet
surfing has the same media access rights as a company presi-
dent presenting networked data in a board meeting.

A client running on a wireless device is not always desir-
able. For instance, guests connecting to a public hot spot for
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2

only one time would be burdened with the process of down-
loading and installing a client. Furthermore, many computer
users are weary about malicious applications downloaded
from the Internet.

What is needed is a technique to provide uplink access
control for connected wireless devices. Further, the uplink
access control should be extendable to a per-wireless device
level. Finally, the technique requires no reconfiguration of a
wireless device.

SUMMARY

To meet the above-described needs, methods, computer
program products, and systems to provide uplink medium
access control on per-wireless device level.

In an embodiment, a beacon frame is periodically sent to a
wireless device. The beacon frame includes a BSSID that is
unique to the wireless device. The beacon frame also includes
embedded uplink configurations specifying uplink medium
access for the wireless device. In one embodiment, a control-
ler recognizes a device or user associated with the device, and
sends uplink configurations for embedding in a subsequent
beacon frame.

In another embodiment, uplink configurations are embed-
ded to the Quiet Element field and/or the AIFS and eCWmin
fields of a beacon sent from an access point to a wireless
device. A uplink transmission sent from the wireless device
complies with the uplink configurations of the modified bea-
con frame.

Based on changes in conditions, the uplink configurations
can also be updated. The conditions can be derived from a
wireless device, an access point, or any other component of
the network. Furthermore, the conditions can be derived from
metrics of a wireless network such as bandwidth utilization,
packet flight time, and packet loss.

Advantageously, per device control of uplink medium
access restores management capability to the network com-
ponents rather than the devices connected thereto. Further,
control is enforced on a wireless device without installing any
application thereon.

BRIEF DESCRIPTION OF THE DRAWINGS

Inthe following drawings, like reference numbers are used
to refer to like elements. Although the following figures
depict various examples of the invention, the invention is not
limited to the examples depicted in the figures.

FIG. 1 is ahigh-level block diagram illustrating a system to
control uplink access, according to one embodiment.

FIG. 2 is a sequence diagram illustrating interactions
between components of the system of FIG. 1, according to
one embodiment.

FIG. 3 is a block diagram illustrating a method for control-
ling uplink access from an access point of the system, accord-
ing to one embodiment.

FIG. 4 is a block diagram illustrating a method for control-
ling uplink access from a controller of the system, according
to one embodiment.

FIG. 5 is a schematic diagram illustrating an exemplary
IEEE 802.11 network packet with uplink control configura-
tions, according to one embodiment.

FIGS. 6A-C are schematic diagrams illustrating configu-
rations of access points responsive to changing conditions,
according to one embodiment.

FIG. 7 is a more detailed block diagram illustrating a
wireless device of the system, according to one embodiment.
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FIG. 8 is a more detailed block diagram illustrating an
access point of the system, according to one embodiment.

FIG. 9 is a more detailed block diagram illustrating a
controller of the system, according to one embodiment.

FIG. 10 is a block diagram illustrating an exemplary com-
puting device, according to one embodiment.

DETAILED DESCRIPTION

The present invention provides methods, computer pro-
gram products, and systems to control uplink access. Gener-
ally, uplink access relates to a wireless device (or mobile
station) connected to a network that access to the communi-
cation channel in order to transmit data. For example, a wire-
less device connected to a wireless network can be remotely
configured on-the-fly to limit uplink medium accesses during
heavy traffic periods. Self-regulation is particularly valuable
for wireless networks such as IEEE 802.11 type networks
(e.g., a, b, g, or n) which do not support native regulation on
uplink access. Furthermore, a virtual port for a wireless
device provides seamless mobility by using a BSSID (that
unique to a device.

FIG. 1 is a high-level block diagram illustrating a system
100 to control uplink access, according to one embodiment.
The system comprises wireless devices 110A-N, access
points 120A-N, and a controller 13. The components can be
coupledto a network 199, such as the Internet, a local network
or a cellular network, through any suitable wired (e.g., Eth-
ernet) or wireless (e.g., Wi-Fi or 3G) medium, or combina-
tion. In a preferred embodiment, the wireless devices 110A-N
are coupled to the access points 120A-N through a wireless
communication channel 115A-N while the access points
120A-N are coupled to the controller 130 through a wired
network 125A-N. Other embodiments of communication
channels are possible, including hybrid networks. Additional
network components can also be part of the system 100, such
as firewalls, virus scanners, routers, switches, application
servers, databases, and the like. In general, the wireless
devices 110A-N use communication channels 115A-C for
uplink access to a network.

The wireless devices 110A-N can be, for example, a per-
sonal computer, a laptop computer, a tablet computer, a smart
phone, a mobile computing device, an Internet appliance, or
the like. No client is needed. The wireless devices 110A-N
operate according to standards in which an access point is
selected by the wireless devices 110A-N themselves. How-
ever, it is the access point that directs the wireless devices
110A-N into selecting a BSSID preferred by the controller. In
one embodiment, an employee authenticates to a wireless
network to access a corporate LAN to run streaming applica-
tions to modify remotely stored secure files. In another
embodiment, a guest at a coffee shop accesses a public hot
spot to watch stream videos stored on a public web site. The
communications channels 115A-N each provide a preconfig-
ured amount and/or frequency of uplink access. Embodi-
ments of then wireless devices 110A-N are discussed in more
detail below in association with FIG. 7.

The access points 120A-N include one or more individual
access points that interact with wireless devices 110A-N to
control medium access. The access points 120A-N can be
set-up in various configurations to provide wireless coverage
areas, examples of which are discussed below with respect to
FIGS. 6 A-C. The access points 120A-N can, in turn, be con-
nected to a wired hub, switch or router connected to the
network 199. In another embodiment, the functionality is
incorporated into a switch or router. To implement uplink
access control, the access points 120 A-N modify one or more
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fields in beacons, including a Quiet Element and/or EDCA
Parameters. In one embodiment, the access points 120A-N
can identify the wireless device using a BSSID that is unique
to one or more of the access points 120A-N. In this “personal
cell” model or a “virtual port” model, a BSSID is
maintain34ed at the access points 120A-N for each wireless
device. The access points 120A-N appear to each wireless
device as if they were a single access point that communicates
with the device using that identifier. A wireless device selects
that single access point as the one with which it will commu-
nicate. But the controller 130 selects on of the access points
120A-N for actually communicating with a wireless device,
and might change that selected access point from time to time,
without a wireless device having any knowledge. The remain-
ing access points listing passively to communications when
not selected by the controller 130 to facilitate communica-
tion. Further, the access points 120A-N can control uplink
access behavior of the wireless devices 110A-N on a per-
device level. Embodiments of the access point are set forth
below in FIG. 8.

The controller 130 can communicate with each of the
access points 120A-N to direct the uplink configurations for
each of the wireless devices 110A-N. Moreover, the control-
ler determines, in one embodiment, which access point
should communicate with a particular one of the wireless
devices 110A-N, among other things. Algorithms to initially
set uplink configurations, to change uplink configurations,
and to determine which access point provides the uplink
configurations are all implementation-specific. In one
example, the controller 130 varies uplink configurations
based on a current load of the network (i.e., provide less
access during heavy traffic and more during light traffic). In
another example, the controller can discriminate access for
particular users or groups of users (e.g., authenticated user,
guest, suspicious wireless device, etc.), for particular types of
computers (e.g., critical data server, rarely-accessed archival
data storage, etc.), for particular types of traffic (streaming
HD video, low bandwidth video, secure data, etc.), and the
like. Additional embodiments of the controller 130 are dis-
cussed with respect to FIG. 9.

The component interactions are design parameters that
vary inaccordance with specific needs of a wireless networks.
More specifically, the controller 130 direct all uplink configu-
rations and BSSID associations across a wireless network.
Alternatively, the access points 120A-N can be in communi-
cation for self-arbitration of BSSID associations and deter-
mination of uplink configurations. Other variations rely on a
hybrid approach.

FIG. 2 is a sequence diagram illustrating interactions 200
between components of the system 100 of FIG. 1 to control
uplink access, according to one embodiment. The interac-
tions occur in accordance with IEEE 802.11 standards, as
discussed below. An example of an 802.11 network packet
configured for implementation herein is illustrated in FIG. 5.
Methods occurring within the components of FIG. 2 are illus-
trated in FIGS. 3 and 4.

Atinteraction 210, the controller sends assignments for the
access points 120, including an assignment of BSSIDs to
particular ones of the access points 120. Atinteraction 220 the
access points 120 send beacons over a respective coverage
area to make the BSSIDs available for connection. At inter-
action 230, a wireless device 110 that has received a beacon
and wants to connect to a network sends a connection request,
including a BSSID of the beacon.

In some embodiments, at step 240, the one or more of
access points 120 receiving the connection request will
respond by reporting an event to the controller 130. At step
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250, the controller 130 will then respond with an indication of
which of the access points 120 should respond to the connec-
tion request. At step 260, the selected access point sends
uplink access configurations to the wireless device 110.

Finally, at step 270, the wireless device 110 connects to a
communication channel in accordance with the uplink access
configurations. In one embodiment, the uplink configurations
are determined by the access points 120. In an alternative
embodiment, the uplink configurations are determined by the
controller 130. The access points 120 can send information to
the controller for use in determining the uplink configura-
tions. For example, statistics about network conditions (e.g.,
throughput, error rate, signal to noise ratio, number of con-
necting devices) and statistics about individual components
(e.g., process load, memory or cache capacity) can affect the
uplink configurations. The uplink configurations differ based
on, for example, a user, a particular wireless device, a type of
network traffic, and the like.

The illustrated interactions 200 of FIG. 2 are not intended
to be limiting. As such, the interactions 210 to 270 can be a
portion of steps from alonger process. Further, the interaction
220 in which an access point sends a beacon can be continu-
ously repeated.

FIG. 3 is a block diagram illustrating a method 300 for
controlling uplink access from an access point (e.g., the
access points 120A-N) of the system 100, according to one
embodiment. At step 310, a beacon frame with a BSSID and
uplink configurations is sent to a wireless device, in one
embodiment. Subsequent frames can also include further data
associated with BSSID configuration and uplink configura-
tions. The device-specific BSSIDs allow individual uplink
access control at the per-device level. The uplink configura-
tions enforce media access constraints on the wireless device.
Because beacons are configured within standard protocols
(e.g., IEEE 802.11), aclient is not needed on a wireless device
for control.

Atstep 320, a connection with a wireless device is allowed.
In response to the beacon, a probe request is received from a
wireless device as an attempt to connect. A particular access
point designated to communicate with a wireless device then
facilitates communications with a wireless network for a
wireless device.

At step 330, a transmission from a communication channel
access by a wireless device is received by an access point. The
transmission, in one embodiment, occurs in compliance with
the uplink access configurations. Some alternative embodi-
ments reject transmissions that are out of compliance with the
uplink configurations.

FIG. 4 is a block diagram illustrating a method 400 for
controlling uplink access from a controller (e.g., the control-
ler 130) of the system, according to one embodiment.

At step 410, an access point is selected to associate with a
wireless device that has responded to a beacon. In one imple-
mentation, a controller selects an access point that received
the response at the earliest point in time. In yet another imple-
mentation, a controller takes into account conditions on the
network as a whole and/or conditions of individual network
components to select an access point. An access point embeds
the BSSID of a selected access point into beacon frames.

At step 420, a wireless device is configured for uplink
access. Without the uplink configurations, communications
would occur under standard IEEE 802.11-type standards.
With the uplink configurations, behavior of the wireless
device is under control of an access point and/or a controller.
For example, a wireless device browsing the Internet for
entertainment web sites can be restricted, while a wireless
device streaming HD video with a guaranteed QoS (quality of
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service) can be granted additional bandwidth. Network con-
ditions or conditions of a component can also aftect the band-
width allocation. An access point embeds the uplink configu-
rations into beacon frames. For example, a Quiet Frame or an
EDCA Parameter Set fields are modified for this purpose
rather than an intended purpose of IEEE 802.11 standards
(i.e., for spectrum or radio measurements).

At step 430, in response to a change in conditions, a new
access point is selected for association with a wireless device
atstep 410. Exemplary changes in condition include a change
in location of the wireless device (see FIGS. 6 A-B), an imbal-
ance in traffic load among access points, excessive downtime
for an access point, a change in uplink access for a wireless
device. In some embodiments, at step 440, in response to the
change in conditions, new uplink access configurations are
imposed on a wireless device. Additionally, a new access
point can be selected at this point. However, no action is taken
if a change in conditions is not significant enough.

In one implementation, a wireless device is unaware of
which access point communication is conducted with. A con-
troller sends a message to a first access point with instructions
to discontinue communications with a wireless device, and
also sends a message to a second access point with instruc-
tions to continue communications with the terminated wire-
less device. To a wireless device, communications appear as
if they were continuing to originate from the first access point.
The second access point maintains the same BSSID for the
reconfiguration.

At step 440, a process continues until an event such as a
power down, reset, or termination of an application.

FIG. 5 is a schematic diagram illustrating an exemplary
IEEE 802.11 network data packet 500 with embedded uplink
control configurations, according to one embodiment. The
data packet 500 includes several fields, including a BSSID
512 and a Frame Body 520 fields. Other fields within the data
packet 500 can include Frame Control, Duration, Address 1,
SA, Sequence Control, HT Control, and FCE.

The BSSID 512 field enables the virtual port feature. More
particularly, a BSSID used by a wireless device for connec-
tion to an access point is persistent. A controller can switch
access points connected with the wireless device, without any
changes to the wireless device. Under a system of the prior art,
switches require a change in BSSID used by the wireless
device.

The Frame Body 520 for a beacon frame includes a Quiet
Element 530 and an EDCA Parameter Set 540 which are
employed herein for uplink medium access control. Other
fields with in the Frame Body 520 can include Timestamp,
Beacon interval, Capability, Service Set Identifier (SSID),
Supported rates, Frequency-Hopping (FH) Parameter Set,
and DS Parameter Set.

The Quiet Element 530 has a Quiet Count 532 that sets a
duration prior to which a quiet period will begin. A Quiet
Period 534 indicates a number of beacon intervals between
quiet periods. A Quiet Duration 536 sets a number of time
units the quiet period lasts. Finally, a Quiet Offset 538 con-
trols a number of time units after a beacon interval that the
next quiet period will begin. In combination with the unique
BSSID, the Quiet Element 530 is applied to restrict uplink
medium accesses by forcing periods of no access. Also, the
Quiet Element 530 may have Element ID and Length fields
configured for other purposes.

The EDCA Parameter Set 540 includes a Parameter Record
550. Within the Parameter Record 550, a CW (contention
window) 554 and an AIFS (arbitration inter-frame space) 552
are shortened for high priority packets. In another instance,
the AIFS 552 and the eCWmin 554 in a beacon are set to a
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value higher than the default values (suggested values are
AIFS=15 and eCWmin=9). The unique BSSID also allows
these fields to control uplink access of a wireless device.

FIGS. 6A-C are schematic diagrams illustrating configu-
rations of wireless devices responsive to a change in condi-
tions, according to one embodiment. More specifically, in
FIG. 6A, wireless device 110A is connected to access point
120A for uplink access via line 601A, while wireless device
110B is connected to access point 120B for uplink access via
line 601B, at a first point in time. Here, the wireless device
110A is within range of both access points 120A and 120N,
but the access point 120A is selected for the wireless device
110A. One reason for the selection can be lowest flight time
for data packets. Further, an amount of uplink access is rep-
resented by the weight of line 601A.

At a later point in time, in FIG. 6B, wireless device 110B
has changed locations such that it is within range of the access
point 120A, and uses 602B foruplink accesses. In response to
the change in other conditions, such as a change in the number
of connected devices, a change in the bandwidth utilization, a
change in the type of traffic, and the like, the access point
120A sends updated uplink configurations to wireless device
110A. Inthe case of FIG. 6B, the amount of uplink access has
been reduced as illustrated by line 601B. In another embodi-
ment, new uplink configurations for the wireless device 110A
can change other behavior such as backoff and retry param-
eters.

At an even later point in time, in FIG. 6C, the wireless
device 110A has been reassigned to access point 120N via
line 601C. The flight time for data packets may still be less
when sent to the access point 10A, but other conditions have
triggered the change. For example, a controller can redistrib-
ute the processing load from the access point 120A to be
partially absorbed by the access point 120N. Moreover, the
access point 120N can handle the larger demand for uplink
access by the wireless device 110A, resulting in an update in
uplink configurations that increases the amount of uplink
access allowed.

FIG. 7 is a more detailed block diagram illustrating a
wireless device 110 of the system 100, according to one
embodiment. The wireless device 110 comprises a network
application 710, a network module 720, and a radio array 730.
The components can be implemented in hardware, software,
or a combination of both.

The network application 710 can be any application
executing on the wireless device 110 that makes use of net-
work access in operation. Examples of the network applica-
tion 710 include a network browser, a VOIP telephone ser-
vice, a streaming video player, a database viewer, a VPN
client, and the like.

The network module 720 exchanges data packs and
unpacks data packets in accordance with, e.g., a TCP/IP
stack. More particularly, IEEE 802.11-type packets can be
generated and received as shown in FIG. 5 above.

The radio array 730 includes one or more transmit (Tx) and
receive (Rx) antennas for communication with the physical
layer. Some wireless devices 110 include separate antennae
for IEEE 802.11a, IEEE 802.11b and IEEE 802.11n. Other
wireless devices 110 includes several antenna dedicated for
separate transmit and receive paths using the MIMO func-
tionality of IEEE 802.11n.

FIG. 8 is a more detailed block diagram illustrating an
access point 120 of the system 100, according to one embodi-
ment. The access point 120 comprises an uplink access con-
trol 810, a BSSID manager 820, a network module 830, and
a radio array 840. The components can be implemented in
hardware, software, or a combination of both.
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The uplink access control 810 manages uplink configura-
tions of wireless devices connected to the access point 120. In
one embodiment, the uplink access control 810 receives
uplink configurations from a controller, and passes on them
on to wireless devices. In another embodiment, the uplink
access control 810 also determines or adjusts uplink configu-
rations based on an input of conditions. The conditions can be
network conditions, wireless device conditions, local condi-
tions, time of day, or any other automatically determined or
manually input factors.

The BSSID manager 820 tracks BSSID assignments to
connected wireless devices. Some embodiments assign a
unique BSSID to each wireless device which allows device
level control of uplink access. The BSSID can be received
from a controller that is in communication with other access
points.

The network module 830 can be similar to the network
module 720 of the wireless device 110 of FIG. 7. Further-
more, the network module 720 can provide hub, switching, or
routing functionality depending on a network configurations.
For example, data packets sent over an uplink from a wireless
device can be forwarded to the Internet. Also, control packets
can be received from a controller.

The radio array 840 can be similar to the radio array 730 of
the wireless device 110 of FIG. 7.

FIG. 9 is a more detailed block diagram illustrating a
controller 130 of the system 100, according to one embodi-
ment. The controller 130 comprises an uplink access control
910, a BSSID manager 920, a network administration appli-
cation 930, and a network module 940. The components can
be implemented in hardware, software, or a combination of
both.

The uplink access control 910 manages uplink access of
wireless devices across several access points. As a result, even
if the conditions at a particular access point would not trigger
uplink controls, system-wide conditions can also be taken
into account because the controller 130 has a broader view of
the network than a single access point. Uplink configurations
are determined using inputs from sensors, metrics, data sta-
tistics, clocks, manual configurations, and the like. Next, the
uplink access control 910 passes uplink configurations to an
access point that is communication with a wireless device
which can be identified by BSSID, MAC address, or other-
wise.

The BSSID manager 920 assigns particular BSSIDs to
access points. As a wireless device travels around an aggre-
gate coverage area of the access points, the BSSID can
remove a BSSID from one access point, and assign it to a
different access point to continue serving the wireless device.
Besides locations, the BSSID manager 920 can make changes
due to load balancing, type of network traffic, type of device,
user privileges, and the like.

The network administration application 930, and the net-
work module 940 can all be similar to the components of the
access point 120 of FIG. 8.

FIG. 10 is a block diagram illustrating an exemplary com-
puting device 1000 for use in the system 100 of FIG. 1,
according to one embodiment. The computing device 800 is
an exemplary device that is implementable for each of the
components of the system 100, including the wireless device
110, the access point 120, and the controller 130. Addition-
ally, the system 100 is merely an example implementation
itself, since the system 100 can also be fully or partially
implemented with laptop computers, tablet computers, smart
cell phones, Internet appliances, and the like.

The computing device 1000, of the present embodiment,
includes amemory 1010, a processor 1020, a hard drive 1030,
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and an I/O port 840. Each of the components is coupled for
electronic communication via a bus 1099. Communication
can be digital and/or analog, and use any suitable protocol.

The memory 1010 further comprises network applications
1020 and an operating system 1022. The network applica-
tions 1020 can include the modules of network applications,
access points, or controllers as illustrated in FIGS. 7-9. Other
network applications can include 10210 a web browser, a
mobile application, an application that uses networking, a
remote application executing locally, a network protocol
application, a network management application, a network
routing application, or the like.

The operating system 1022 can be one of the Microsoft
Windows® family of operating systems (e.g., Windows 95,
98, Me, Windows NT, Windows 2000, Windows XP, Win-
dows XP x64 Edition, Windows Vista, Windows CE, Win-
dows Mobile), Linux, HP-UX, UNIX, Sun OS, Solaris, Mac
OS X, Alpha OS, AIX, IRIX32, or IRIX64. Other operating
systems may be used. Microsoft Windows is a trademark of
Microsoft Corporation.

The processor 1020 can be a network processor (e.g., opti-
mized for IEEE 802.11), a general purpose processor, an
application-specific integrated circuit (ASIC), a field pro-
grammable gate array (FPGA), a reduced instruction set con-
troller (RISC) processor, an integrated circuit, or the like.
Atheros, Broadcom, and Marvell Semiconductors manufac-
ture processors that are optimized for IEEE 802.11 devices.
The processor 1021 can be single core, multiple core, or
include more than one processing elements. The processor
820 can be disposed on silicon or any other suitable material.
The processor 820 can receive and execute instructions and
data stored in the memory 810 or the hard drive 1030

The storage drive 1030 can be any non-volatile type of
storage such as a magnetic disc, EEPROM, Flash, or the like.
The storage drive 1030 stores code and data for applications.

The I/O port 1040 further comprises a user interface 1042
and a network interface 844. The user interface 1042 can
output to a display device and receive input from, for
example, a keyboard. The network interface 1044 connects to
a medium such as Ethernet or WiFi for data input and output.

Many of the functionalities described herein can be imple-
mented with computer software, computer hardware, or a
combination.

Computer software products (e.g., non-transitory com-
puter products storing source code) may be written in any of
various suitable programming languages, such as C, C++, C#,
Java, JavaScript, PHP, Python, Perl, Ruby, and AJAX. The
computer software product may be an independent applica-
tion with data input and data display modules. Alternatively,
the computer software products may be classes that are
instantiated as distributed objects. The computer software
products may also be component software such as Java Beans
(from Sun Microsystems) or Enterprise Java Beans (EJB
from Sun Microsystems).

Furthermore, the computer that is running the previously
mentioned computer software may be connected to a network
and may interface to other computers using this network. The
network may be on an intranet or the Internet, among others.
The network may be a wired network (e.g., using copper),
telephone network, packet network, an optical network (e.g.,
using optical fiber), or a wireless network, or any combination
of these. For example, data and other information may be
passed between the computer and components (or steps) of a
system of the invention using a wireless network using a
protocol such as Wi-Fi (IEEE standards 802.11, 802.11a,
802.11b, 802.11e, 802.11g, 802.11i, and 802.11n, just to
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name a few examples). For example, signals from a computer
may be transferred, at least in part, wirelessly to components
or other computers.

In an embodiment, with a Web browser executing on a
computer workstation system, a user accesses a system on the
World Wide Web (WWW) through a network such as the
Internet. The Web browser is used to download web pages or
other content in various formats including HTML, XML,
text, PDF, and postscript, and may be used to upload infor-
mation to other parts of the system. The Web browser may use
uniform resource identifiers (URLs) to identify resources on
the Web and hypertext transfer protocol (HTTP) in transfer-
ring files on the Web.

This description of the invention has been presented for the
purposes of illustration and description. It is not intended to
be exhaustive or to limit the invention to the precise form
described, and many modifications and variations are pos-
sible in light of the teaching above. The embodiments were
chosen and described in order to best explain the principles of
the invention and its practical applications. This description
will enable others skilled in the art to best utilize and practice
the invention in various embodiments and with various modi-
fications as are suited to a particular use. The scope of the
invention is defined by the following claims.

We claim:

1. A computer-implemented method for controlling uplink
medium access of a plurality of wireless devices to a desired
level on a per device basis while connected to access points of
a wireless network with modified beacon frames, the method
comprising the steps of:

determining a desired level of uplink access for a wireless

device from a network perspective, based on character-
istics associated with the device;
determining uplink configurations for the wireless device
corresponding to the desired level of uplink access
including identifying values of a Quiet element of a
beacon corresponding to the uplink configurations;

associating a per-device BSSID (Basic Service Set Identi-
fier) with the uplink configurations for the wireless
device, wherein per-device BSSIDs are only assigned to
a single wireless device in order to customize uplink
access independently for each wireless device;

generating a modified beacon frame with the uplink con-
figurations and the per-device BSSID to a wireless
device including embedding the uplink configurations in
the Quiet Element field of the beacon with the identified
values;

sending the modified beacon frame with the unique BSSID

and at least one other BSSID; and

receiving a transmission from the wireless device that com-

plies with the uplink configurations of the modified bea-
con frame.

2. The method of claim 1, wherein the embedding the
uplink configurations in the Quiet Element field comprises:

determining a value for at least one of Quiet Count, Quiet

Period, Quiet Duration and Quiet Offset in accordance
with a desired level of uplink medium access.

3. The method of claim 1, further comprising:

embedding the uplink configurations in at least one of an

EDCA Enhanced Distributed Channel Access) Param-
eter Set field and a CWmin (minimum Contention Win-
dow) field of the beacon.

4. The method of claim 1, wherein the embedding the
uplink configurations in the at least one of the EDCA Param-
eter Set field and the CWmin field of the beacon comprises:
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determining a value for at least one of an AIFS field and a
CWmin (minimum Contention Window) field in accor-
dance with a desired level of uplink medium access.

5. The method of claim 1, further comprising:

sending the unique BSSID to the wireless device embed-
ded within a beacon.

6. The method of claim 1, further comprising:

receiving the uplink configurations from a controller that
communicates with a plurality of access points, and at
least one other access point uses the BSSID to commu-
nicate with the wireless device, the controller determin-
ing which access point to send the uplink configurations.

7. The method of claim 1, further comprising:

receiving an upload from a second wireless device;

responsive to the upload, sending a beacon frame to the
second wireless device, the beacon frame comprising a
BSSID that is unique to the second wireless device, and
a modified beacon frame that is unique to the second
wireless device, the modified beacon frame comprising
data associated with unique uplink configurations that
are specific to the second wireless device; and

receiving an additional upload from the second wireless
device that complies with the uplink configurations of
the modified beacon frame.

8. The method of claim 1, wherein the wireless device
complies with a wireless protocol without native uplink trans-
mission control.

9. The method of claim 1, wherein the wireless network
comprises an IEEE 802.11 type of network.

10. The method of claim 1, further comprising:

receiving an unregulated transmission from the wireless
device that is not defined by the uplink configurations,

wherein sending the uplink configurations to the wireless
device is responsive to the unregulated transmission
exceeding a threshold, the threshold comprising at least
one of an amount of bandwidth, an amount of through-
put, and a number of media accesses, and

wherein receiving the transmission from the wireless
device comprises receiving a regulated transmission that
is defined by the uplink configurations.

11. The method of claim 1, further comprising:

receiving an unregulated transmission from the wireless
device,

wherein sending the uplink configurations to the wireless
device is responsive a dynamically changing amount of
unregulated network traffic exceeding a threshold that is
not defined by the uplink configurations, and

wherein receiving the transmission from the wireless
device comprises receiving a regulated transmission that
is defined by the uplink configurations.

12. The method of claim 1, wherein the modified beacon
frame comprises a field that determines an amount of time the
wireless device waits before accessing the wireless network.

13. The method of claim 1, wherein the modified beacon
frame comprises a field that specifies an amount of slots the
wireless device waits until accessing the wireless network.

14. The method of claim 13, wherein the field also com-
prises a field that causes the wireless device to wait a random
number of slots in addition to the specified number of slots
before accessing the wireless network.

15. The method of claim 1, further comprising:

receiving commands from a controller that manages a plu-
rality of access points including the first access point and
a second access point; and

handing-off the wireless device from the first access point
to the second access point, wherein the second access
point sends beacons using the same device identifier, and
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wherein the wireless device continues to comply with
the uplink configurations after the hand-off.

16. The method of claim 1, further comprising:
determining that the wireless device is a guest; and

setting the media access based on the wireless device being
a guest, the media access for a guest having a different
quality of service than a non-guest based on the uplink
configurations.

17. A non-transitory computer-readable medium storing
instructions that when executed by a processor, perform a
method for controlling uplink medium access of a plurality of
wireless devices to a desired level on a per device basis while
connected to access points of a wireless network with modi-
fied beacon frames, the method comprising the steps of:

determining a desired level of uplink access for a wireless
device from a network perspective, based on character-
istics associated with the device;

determining uplink configurations for the wireless device
corresponding to the desired level of uplink access
including identifying values of a Quiet element of a
beacon corresponding to the uplink configurations;

associating a per-device BSSID (Basic Service Set Identi-
fier) with the uplink configurations for the wireless
device, wherein per-device BSSIDs are only assigned to
a single wireless device in order to customize uplink
access independently for each wireless device;

generating a modified beacon frame with the uplink con-
figurations and the per-device BSSID to a wireless
device including embedding the uplink configurations in
the Quiet Element field of the beacon with the identified
values;

sending the modified beacon frame with the unique BSSID
and at least one other BSSID; and

receiving a transmission from the wireless device that com-
plies with the uplink configurations of the modified bea-
con frame.

18. An access point to control uplink medium access of a
plurality of wireless devices to a desired level on a per device
basis while connected to a wireless network with modified
beacon frames, the access point comprising:

a processor; and
a memory, storing:

a first module to determine a desired level of uplink
access for a wireless device from a network perspec-
tive, based on characteristics associated with the
device;

a second module to determine uplink configurations for
the wireless device corresponding to the desired level
of uplink access including identifying values of a
Quiet element of a beacon corresponding to the uplink
configurations;

a third module to associate a per-device BSSID (Basic
Service Set identifier) with the uplink configurations
for the wireless device, wherein per-device BSSIDs
are only assigned to a single wireless device in order
to customize uplink access independently for each
wireless device;

a fourth module to generate a modified beacon frame
with the uplink configurations and the per-device
BSSID to a wireless device including embedding the
uplink configurations in the Quiet Element field of the
beacon with the identified values;
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a fifth module to send the modified beacon frame with
the unique BSSID and at least one other BSSID; and

a sixth module to receive a transmission from the wire-
less device that complies with the uplink configura-
tions of the modified beacon frame. 5
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